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	Reason for change:
	Release 17 handled outbound roamers for slices subject to NSAC exclusively in VPLMN, both for number of registered UEs, and for LBO PDU established sessions. This limitation is now removed by enabling HPLMN control for outbound roamers, both for number of registered UEs, as well as LBO established PDU sessions. 

Hence all outbound roamers for a PLMN for slices subject to NSAC can either be VPLMN controlled or HPLMN controlled.


	
	

	Summary of change:
	Information regarding HPLMN control or VPLMN control for all outbound roamers for a PLMN  with slices subject  to NSAC regarding the number of registsred UEs  is configured, or acquired when needed, by AMF.

Information regarding HPLMN control or VPLMN control for all outbound roamers for a PLMN  with slices subject  to NSAC regarding the number of LBO PDU sessions is configured in VPLMN.

For HPLMN control of outbound roamers, the AMF interacts with an NSACF in the HPLMN dedciated for that purpose. There is no interaction with any NSACF in the VPLMN.
AMF discovers (or may be pre-configured) the NSACF dedicated for that purpose. The NRF procedure is enhanced to enable that.

For HPLMN control of outbound roamers with LBO PDU established sessions via slices subject to NSAC, SMF interacts with an NSACF in the HPLMN dedciated for that purpose. There is no interaction with any NSACF in the VPLMN.

Finally, for  VPLMN control, both for the number of registered UEs, and LBO sessions, the S-NSSAI subject to admission in the VPLMN, is the mapped S-NSSAI for the HPLMN. This is essendtial since it is the HPLMN that has a relation with the customer requiring the 5GS access i.e. the NSAC as per the agreement between the operator and customer should be done on the S-NSSAI of the HPLMN. Additionally, the VPLMN S-NSSAI may merge more than one S-NSSAI in the HPLMN.
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[bookmark: _Toc83792946]4.2.11.5.1	NSACF Support for Roaming by VPLMN	Comment by Ericsson User: Missing VPLMN control of #PDU Sessions with HR?	Comment by Ericsson User: Ok, HR is always done by HPLMN as per next clause 
Network slice admission control for the number of registered UEs for outbound roamers can be HPLMN controlled or VPLMN controlled. Whether NSAC is HPLMN or VPLMN controlled is configured in AMFs performing NSAC. For HPLMN control, the NSACF used is located in the HPLMN. For VPLMN control, the NSACF used is located in the VPLMN.
Network slice admission control for PDU Sessions with LBO for outbound roamers can be HPLMN controlled or VPLMN controlled. Whether NSAC is HPLMN or VPLMN controlled may be configured in SMFs performing NSAC. 
For NSAC of roaming UEs in case of, VPLMN control, a maximum number of allowed UEs per mapped S-NSSAI in HPLMN and/or a maximum number of allowed PDU Sessions in LBO mode per mapped S-NSSAI in HPLMN is allocated to the VPLMN for each S-NSSAI in HPLMN and stored in one NSCAF in the VPLMN responsible for NSAC for the S-NSSAI in the HPLMN, subject to NSAC. There is no interaction with the HPLMN in this case.
Editor's note:	Whether it is required to interact V-NSACF and H-NSACF for the NSAC of roaming UEs managed by the HPLMN for 'maximum number of UEs per network slice' is FFS.
The maximum number of UEs registered with a network slice monitoring and enforcement is done in the VPLMN by the NSACF in the VPLMN as per the description in Figure 4.2.11.2-1 with the following differences:
-	Step 2, in the Nnsacf_NSAC_NumOfUEsUpdate_Request service operation the AMF provides both the S-NSSAI in VPLMN, and the corresponding mapped S-NSSAI in HPLMN to the NSACF in the VPLMN.
-	Step 3, the NSACF in the VPLMN performs NSAC for both the mapped HPLMN S-NSSAI in VPLMN and the corresponding mapped S-NSSAIsubject  to NSAC  in HPLMN based on the SLA between VPLMN and HPLMN..

For LBO, enforcement of the maximum number of PDU Sessions established for an S-NSSAI is performed in the VPLMN by the NSACF in the VPLMN as per the description in Figure 4.2.11.4-1 with the following differences:
-	Step 2, in the Nnsacf_NSAC_NumOfPDUsUpdate_Request service operation the V-SMF provides both the S-NSSAI in VPLMN, and the corresponding mapped S-NSSAI in HPLMN to the NSACF in the VPLMN.
-	Step 3, the NSACF in the VPLMN performs NSAC for both the S-NSSAI in VPLMN and the corresponding mapped S-NSSAI in HPLMN based on the SLA between VPLMN and HPLMN.For network slice admission control of roaming UEs in case of HPLMN control, AMF uses an NSACF in the HPLMN dedicated for that purpose as per TS 23.501 [2], clause 6.3.22.  In this case, network slice monitoring and enforcement is done in the NSACF in the HPLMN as per the description in Figure 4.2.11.2-1 with the following differences:
-	Step 2, in the Nnsacf_NSAC_NumOfUEsUpdate_Request service operation the AMF provides the mapped S-NSSAI in HPLMN to the NSACF in the HPLMN, as well as the VPLMN ID.
[bookmark: _Hlk92346467]-	Step 3, the NSACF in the HPLMN performs NSAC to the HPLMN S-NSSAI subject to NSAC.
For LBO, in case of HPLMN control, SMF uses an NSACF in the HPLMN dedicated for that purpose as per TS 23.501 [2], clause 6.3.22. In this case, network slice monitoring and enforcement is done in the NSACF in the HPLMN as per the description in Figure 4.2.11.4-1 with the following differences:
-	Step 2, in the Nnsacf_NSAC_NumOfPDUsUpdate_Request service operation the SMF provides the mapped S-NSSAI in HPLMN to the NSACF in the HPLMN, as well as the VPLMN ID.
-	Step 3, the NSACF in the HPLMN performs NSAC for the mapped HPLMN S-NSSAI subject to NSAC.
For LBO in case of VPLMN control, enforcement of the maximum number of PDU Sessions established for an S-NSSAI may be performed in the VPLMN by the NSACF in the VPLMN as per the description in Figure 4.2.11.4-1 with the following differences:
-	Step 2, in the Nnsacf_NSAC_NumOfPDUsUpdate_Request service operation the SMF provides both the S-NSSAI in VPLMN, and the corresponding mapped S-NSSAI in HPLMN to the NSACF in the VPLMN.
-	Step 3, the NSACF in the VPLMN performs NSAC for the mapped HPLMN S-NSSAI based on the SLA between VPLMN and HPLMN.
[bookmark: _Toc83793924]
* * * * Next Change * * * *


5.2.21.2.2	Nnsacf_NSAC_NumOfUEsUpdate service operation
Service Operation name: Nnsacf_NSAC_NumOfUEsUpdate
Description: Updates the number of UEs registered with a network slice (e.g. increase or decrease) when the UE registration status for a network slice subject to NSAC has changed. Also, if the number of the UEs registered with the network slice is to be increased and the Early Availability Check (EAC) mode in the NSACF is activated for that network slice (see Nnsacf_NSAC_EACNotify service operation), the NSACF first checks whether the number of UEs registered with the network slice has reached the maximum number of UEs per network slice threshold. If the maximum number of UEs registered with the network slice has already been reached, the UE registration for that network slice is rejected. If the EAC is not activated, the NSACF increases or decreases the number of UEs per network slice as per the input parameters below.
Inputs, Required: S-NSSAI(s), UE ID (SUPI), NF ID, access type, update flag.  In support of inbound roamers with HPLMN control, the VPLMN ID is required. 
Inputs, Conditional: Notification endpoint for EAC Notification for the S-NSSAI. 
The S-NSSAI(s) parameter is a list of one or more network slices for which the number of UEs registered with a network slice is to be updated and checked if the maximum number of UEs per network slice threshold has already been reached.
The UE ID is used by the NSACF to maintain a list of UE IDs registered with the network slice. The NSACF also takes access type into account for increasing and decreasing the number of UEs per network slice as described in clause 5.15.11.1 of TS 23.501 [2].
The NF ID parameter is the NF instance ID of the NF (e.g. AMF or SMF + PGW-C) sending the request to the NSACF.
The update flag input parameter indicates whether the number of UEs registered with a network slice is to be:
-	increased when the UE registers to a new network slice subject to NSAC. If the UE ID is already in the list of UEs registered with the network slice, the number of UEs registered with the network slice is not increased as the UE has already been counted as registered with the network slice. If the UE ID is not in the list of UE IDs registered with the network slice and the maximum number of UEs registered with the network slice has not been reached yet, the NSACF adds the UE ID in the list of UEs registered with the network slice and increases the number of the UEs registered with the network slice. If the UE_ID is not in the list of UEs registered with that S-NSSAI and the maximum number of UEs per network slice for that S-NSSAI has already been reached, then the NSACF returns maximum number of UEs per network slice reached result;
-	decreased when the UE deregisters for a network slice that is subject to NSAC. The NSACF decreases the number of the UEs registered with the network slice and removes the UE ID from the list of UEs registered with the network slice.
To support HPLMN control of inbound roamers, the AMF includes the VPLMN ID.
The NSACF may optionally return the current status of the network slice availability (e.g. a percentage out of the maximum number of UEs registered with a network slice) in the availability status parameter. This information may be used for NSACF signalling and load balancing in case multiple NSACFs are serving the same network slice.
Editor's note:	It is FFS how to support in case multi NSACF is supported, e.g. discover the same NSACF, coordination of the local maximum number among NSACF.
Outputs, Required: Result indication.
The Result indication parameter contains the outcome of the update and check operation in the NSACF and may indicate one of the values 'maximum number of UEs for the S-NSSAI not reached' or 'maximum number of UEs for the S-NSSAI reached'.
Outputs, Optional: None.

* * * * Next Change * * * *


[bookmark: _Toc83793926]5.2.21.2.4	Nnsacf_NSAC_NumOfPDUsUpdate service operation
Service Operation name: Nnsacf_NSAC_NumOfPDUsUpdate
Description: Updates the number of PDU Sessions established on a network slice (e.g. increase or decrease). Also, if the number of PDU Sessions on the network slice is to be increased, the NSACF first checks whether the number of the PDU Sessions on that network slice has reached the maximum number of PDU Sessions per network slice. If the maximum number of PDU Sessions on the network slice has already been reached, the PDU Session Establishment procedure is rejected.
Inputs, Required: S-NSSAI, UE ID, PDU Session ID, Access Type, update flag. In support of inbound roamers with HPLMN control, the VPLMN ID is required.
The S-NSSAI parameter is the network slice for which the number of PDU Sessions established on a network slice is to be updated.
The UE ID parameter is used by the NSACF to maintain a list of UE IDs that has established PDU sessions with the network slice.
PDU Session ID parameter is used by the NSACF to maintain for each UE ID, the PDU Session ID(s) for established PDU Sessions.
The Access Type parameter indicates over which access network type the PDU Session is established. In the case of MA PDU Session, one or multiple Access Types may be included for a PDU Session ID.
The update flag input parameter indicates 'increase', 'decrease' or 'update' as specified in clause 4.2.11.4.
To support  HPLMN control of inbound roamers, the SMF includes the VPLMN ID.
Inputs, Optional: None.
Outputs, Required: Result indication, Access Type.
The Result indication parameter contains the outcome of the update and check operation in the NSACF and may indicate one of the values 'maximum number of PDU Sessions for the S-NSSAI not reached' or 'maximum number of PDU Sessions for the S-NSSAI reached'.
The Access Type parameter is associated with the Result indication parameter.
Outputs, Optional: None.
[bookmark: _Toc20204441][bookmark: _Toc27895140][bookmark: _Toc36192237][bookmark: _Toc45193350][bookmark: _Toc47592982][bookmark: _Toc51835069][bookmark: _Toc83793541]
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